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Compliance &

Security Standards

When we implement these robust security
measures, we establish reliability, resilience,
and compliance for our clients.

Certified Security Standards

@® Compliant with SOC 2 type 2, ISO 27001:2013, and
ISMS standards.

@ Regular internal and external security audits to BUSlnes.S contanIty & Data
maintain compliance. Protection

o o @ BitLocker encryption for data.
Network & E"delnt Securlty @ Disaster Recovery (DR) & Business Continuity

@ Sophos firewall for access control and network (BCP) with multiple office locations.

security @ 24x7 power backup to prevent service

@ QuickHeal (Segrite EPP) for endpoint protection disruptions.
against viruses and malware.

@ Fully managed L3 network to ensure secure
data handling.

Employee Security
Awareness & Policies

@ Regular cybersecurity training to prevent

Access Control &Physical Security

SSO authentication for controlled office email phishing and threats.
access.

@ Strict cellphone usage policies to protect
24x7 CCTV surveillance, security guards, and sensitive data.
turnstile access control.

Multiple ISPs & Load Balance to ensure 99.99%
uptime with static IPs.

Visit our website for more information
or to schedule a conversation.
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